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Agenda

‒ Response to the exit ticket from last week

‒ Team presentations

‒ Exemplary report from penetration testing
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Exit tickets from last week
̶ Q: Is penetration testing and the reporting commonly used in 

companies?
̶ A: Yes, I believe every medium/large company encounters it in some way, for 

some systems (CII) it is mandatory. 

̶ Q: Isn’t it sometimes hard to evaluate some characteristics of the 
vulnerability ?

̶ A: It gets better with experience, however it is part of the process and one of 
the ways you provide value over automated scanners. 
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Goals of this seminar

̶ Present your findings to others or listen to other teams

̶ Reflect on what have your team found.

̶ Learn about all vulnerabilities in the sandbox
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Team presentations
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Rules

̶ Selected teams will present their findings to others.

̶ Time limit: 7 minutes

̶ Each presentation will be followed by Q&A session.

̶ Instructors will then provide short immediate feedback.
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Exemplary report from testing
(presented only in class)
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Team reflection

Discuss in your team:

What is different in your report? 

Time limit: 5 min
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Penetration testing practice (optional)

̶ Take your time to exploit vulnerabilities you have just learned about.

̶ Feel free to leave anytime.
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How was it today?

And how was this part of the course?

Please fill in an anonymous exit ticket:

https://muni.cz/go/pa211-22-08

https://muni.cz/go/pa211-22-08
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